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#266: Deepfakes are on the rise - a Parents Video Guide

[image: ]Fake AI content proliferates. In Wayne Denner’s latest video he gives a helpful overview of deepfakes, shedding light on why they are a cause for concern and how we can help safeguard ourselves against this emerging threat. 
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Don't have time to watch the video? Check out the takeaways below 👇

💡Deepfakes are fabricated videos and audio clips created using computer algorithms to replace individuals in existing media with someone else, often without their consent.

💡The implications of deepfakes extend beyond mere deception, as they can be used to spread misinformation, impact mental health and well-being, image-based sexual abuse, tarnish reputations, and invade privacy.
💡 To protect yourself from falling victim to deepfakes, remember the importance of exercising caution when sharing personal content online, regularly reviewing and adjusting privacy settings, and being vigilant for signs of manipulation such as facial discolouration, lighting inconsistencies, and audio irregularities in videos.

Tech companies are developing and investing in deepfake detection systems these do exist but they're in their infancy and they don't always work.

See you at Fun Day!

Brian Taylor
Assistant Principal, Technology for Learning
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